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Fun fact:



Common categories of expense reimbursement 
schemes:

1. Mischaracterized expenses
2. Fictitious expenses
3. Overstated expenses
4. Multiple reimbursements



Examples:
• “Office” related purchases 

incurred while working 
from home 



Examples:
• Invoice from a fake 

supplier
• Real supplier invoice 

digitally modified 



Examples:
• Overstating mileage 

distances
• Altering receipts to show 

larger amounts paid
• Returning a higher price 

item for a less expense 
alternative



Examples:
• Submitting same receipt 

multiple times
• Submitting travel 

reimbursement when 
coworker drove

• Submitting meal receipt 
when away at conference 
but meal is provided



Red flags:

• Unusual dates and times 
• Unusual amounts
• Expense claims lacking information
• ‘Gut feel’





Common categories of vendor fraud schemes:

1. False payments
2. Check alterations
3. EFT alterations
4. Over-billing



Examples:
• Payment made to an 

employee through a fake 
vendor. 

• Payment made for 
services not received by 
the College.



Examples:
• Adjusting cheque amount
• Adjusting cheque payee
• Adjusting cheque date



Examples:
• Adjusting bank account 

number



Examples:
• Billing for units not 

received
• Charging a unit price 

greater than contract/PO 
stated







Controls and processes to prevent vendor fraud schemes:

1. Vendor database management 
2. Use of Purchase Orders
3. Multi step approvals
4. Segregation of duties



Common categories of international student payment 
fraud schemes:

1. Third Party Interceptions
2. Tuition Payments Using Stolen Credit Cards



Examples:
• Official representative 

fraudulently taking the 
students’ tuition fees and 
not paying them to the 
College

• False agent acting as a 
College representative 
and taking the students’ 
tuition fees and not 
paying them to the 
College



Students pay a discounted fee to 
an intermediary and the 
intermediary uses a stolen credit 
card to create payment. While 
many of the credit card charges are 
unsuccessful, some are successful 
and then later charged back to the 
institution. 



Red flags:

• CIBC (our portal for International student 
payments) indicates they have blocked a 
transaction.



Controls and processes to prevent international student 
fraud schemes:

1. CIBC international student built in controls (e.g. 
blocking the student ID from further transactions)

2. Clear processes for tuition payments documented on 
student communications/website 

3. Thorough review of official agent representatives to 
ensure they are trusted







• We have a Whistleblower Policy
• Complaints can be made in a variety of methods:

Whistleblowing@flemingcollege.ca






